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Collecting data for academic research is often fraught with challenges, but my experi
ence as a Ph.D. candidate attempting to gather (survey) questionnaire responses from 
women journalists in India, highlighted three particularly formidable obstacles: acute 
privacy concerns, distrust in my research owing to a foreign university affiliation, and 
direct hostility from potential respondents. My research study is centered on online 
harassment of women journalists in India and its repercussion on journalism. The 
study aims to investigate manifestations of the psycho-emotional toll (including the 
resilience) that journalists exhibit, women in particular. The topic holds incredible 
significance considering the vitriolic nature of online harassment, which has wit
nessed severe proliferation in India, under the Bhartiya Janata Party (BJP) regime 
(Ghoshal, 2020; RSF.org, 2024). My research sheds light on the systemic and struc
tural issues of sexism and discrimination within the media sector. It investigates the 
professional obstacles women journalists encounter, including its embodiments in 
several forms “every single day,” and how these challenges affect their professional 
and personal lives (See also: Subrahmaniam, 2019).

The research necessitated a survey to assess the magnitude of online harassment, 
followed by in-depth interviews for deeper insights. Numerous academic studies have 
explored methodological challenges in qualitative research (Bloch, 2007; Fenton et al., 
2001; Stern et al. 2014); nonetheless, I am narrating a personal account of the prac
tical challenges owing to some of the most unfathomable factors as discussed below 
(See: Mc Gregor, 2007).

In creating my sampling frame for the random sampling, I sought assistance from 
a media forum with over 1000þ (women journalist) subscribers across India. Since 
the organization lacks a formal structure, I emailed the group’s common address, 
ensuring all my credentials were included, requesting the contact details (names and 
e-mail only). My request, however, led to a three-day email debate over privacy and 
data theft risks.
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Lately, privacy concerns and the proliferation of data misuse have heightened indi
viduals’ reluctance to share personal information (Amnesty International, 2023; 
Fassett & Das, 2018; Srivas & Agarwal, 2021). However, this heightened sensitivity, 
while understandable, could thwart vital research efforts by limiting access to neces
sary data, ultimately hindering the advancement of knowledge and solutions across 
various fields. Additionally, my association with a foreign university sparked skepti
cism and resistance, reflecting deeper issues of national pride and suspicion of exter
nal influence.

Finally, the confrontational reactions I received underscore the personal and pro
fessional difficulties researchers face in an environment rife with misinformation and 
heightened security fears. Despite adhering to stringent ethical guidelines and GDPR 
data protection laws, my attempts to gather essential data were sometimes met with 
distrust and hostility. This article delves into these challenges, offering insights into 
the complex dynamics of data collection in contemporary academic research.

This discussion is further complicated by real-world events, such as the 2018 data 
breach where the Indian government potentially violated the privacy of over one bil
lion citizens in a disturbing data breach. Moreover, instead of resolving the problem 
that exposed the private information of over 90% of Indians, the journalists who 
exposed it were held on criminal charges. The government, later, filed a police com
plaint against journalist Rachna Khaira and the Tribune of India following their 
report exposing a severe vulnerability in the Aadhaar database, which allows 
unauthorized access to personal information of over a billion citizens for a nominal 
fee (Fassett & Das, 2018). Managed by the Unique Identification Authority of India 
(UIDAI), this database contains critical biometric and personal data. Initially denying 
the breach, UIDAI later accused the journalists of criminal conspiracy, bringing to 
light the discord between data security concerns and press freedom.

This incident sparked significant backlash from human rights and press freedom 
organizations, who condemned UIDAI’s actions as an attack on investigative journal
ism. Critics, including Edward Snowden, argued that the journalists should be com
mended for their work in revealing systemic flaws rather than being investigated 
(Fassett & Das). This controversy underscores broader issues of governmental trans
parency and the protection of civil liberties in India, given the country’s declining 
press freedom rankings. Notably, India is ranked 159 out of the 180 nations consid
ered in the 2024 edition of the press freedom index, published by Reporters Without 
Borders (The Hindu, 2024).

In yet another recent incident, the nonprofit advocacy group Amnesty 
International reported that several Indian journalists’ iPhones were infected with 
Pegasus spyware, highlighting the broader issue of unlawful surveillance faced by 
journalists in India (Amnesty International, 2023). The phone numbers of more than 
40 Indian journalists were identified on a leaked list of potential surveillance targets. 
According to The Wire, the forensic analysis confirmed that several of these journal
ists had been successfully surveilled by an unidentified agency using Pegasus spyware, 
(Srivas & Agarwal, 2021).

Over the past few years, multiple such incidents have engendered an undue sense 
of fear among journalists, in particular women. On top of this, the grim reality of 
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profound press suppression was highlighted by the tragic assassination of journalist 
Gauri Lankesh in 2017. Such incidents not only intensify the fear but also discourage 
journalists from sharing information that is, paradoxically, readily available online. In 
fact, the names and, in most cases, the email addresses of many journalists are pub
licly accessible, as they often choose to share this information alongside their news 
articles.

Addressing these challenges, therefore, requires transparent communication, adher
ence to ethical standards, and fostering trust between researchers and respondents. 
Interestingly, the debate also garnered several supportive voices that endorsed my 
research endeavor, thus contributing positively to the overall reception of my project.

Reason number one: privacy concerns

Privacy concern was at the forefront of journalists’ responses, highlighting a signifi
cant unease about data security. The mention of “huge misuse of databases despite 
safety measures” highlights the fear of personal information being compromised, 
which is further amplified by the fact that stringent laws such as the General Data 
Protection Regulation (GDPR) were not seen as a sufficient reassurance. One of the 
world’s toughest privacy and security laws, the General Data Protection Regulation 
(GDPR) was enacted by the European Union (EU) on May 25, 2018. It imposes obli
gations on organizations targeting or collecting data on EU residents and levies severe 
fines for violations, with penalties reaching millions of euros (Wolford, 2020).

Several journalists indicated that regardless of the legal protections, individual priv
acy remains a critical issue, especially in a context where data misuse has been perva
sive. Conversely, some women referenced Asia’s weaker laws compared to the EU, 
underscoring India’s inadequate data protection measures. This added to the reluc
tance in sharing personal information (as my site of investigation is India). However, 
only a few journalists among all, expressed her willingness to help under strict condi
tions of verified identity and EU protection, which invariably signals the deep-rooted 
mistrust and apprehension in data handling practices across nations.

Reason number two: distrust in foreign university affiliation

The distrust towards my foreign university affiliation was evident in several e-mail 
responses. Some questioned whether foreign academic institutions truly follow more 
stringent ethical rules when compared with Indian universities, suggesting inherent 
skepticism about Western academia’s functioning. Moreover, a senior journalist even 
cited a recent data breach by University College Dublin. In 2021, the university was 
fined e70,000, for failing to implement appropriate security measures, storing data 
longer than necessary, and failing to notify The Irish DPA (DPC) of a personal data 
breach without undue delay (Brennan, 2021).

Much of the skepticism stemmed from a defensive stance that Indian universities 
also adhere to strict ethical guidelines. Many seniors cited several Indian universities 
and broadly, the Global South as being home to rigorous and high-caliber research 
(with strict directives and protocols) as well, thereby countering the assumption that 
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rigorous academic standards are unique to the Global North. Adding to the point, 
others engaged in a nuanced critique of the perception that academic standards 
abroad are inherently more stringent than India.

While there are salient mechanisms that perpetuate the inequalities in knowledge 
production between the Global North and Global South, statistics indicate that the 
headquarters of major publishers, leading scholarly journals, and prominent scientific 
societies and associations are predominantly located in the Global North. 
Consequently, research concentration is heavily skewed towards this region (Collyer, 
2016). As a result, the amplification of academic research activities leads to the 
imposition of more rigorous and related laws.

The aforementioned perceptions, influenced by stereotypes about international aca
demic practices, further exacerbate the challenges faced by researchers in gaining the 
trust of native and local respondents, necessitating efforts to bridge the gap in percep
tions and build credibility.

Reason number three: direct hostility from potential respondents

Several potential respondents demonstrated direct opposition, reflecting an adversarial tone, 
which can be intensely demoralizing and counterproductive. Finally, by the end of the 
third day, one senior journalist’s request for detailed clarification on the data specifics 
turned out to be a reassuring indication that the significance of my research was being 
acknowledged by many. Notably, a reference to "diploma disease" implied a dismissive atti
tude towards academic pursuits, especially from a foreign institution, further highlighting 
the direct hostility. The concept of "diploma disease" was popularized by the sociologist 
Ronald Dore in his book "The Diploma Disease: Education, Qualification, and 
Development," published in 1976. Dore’s work critiques how educational systems world
wide have become overly focused on certification, often driven by social and economic 
pressures. Such resentment might have originated from deep-seated patriotism and exces
sive chariness, amplified by the contentious political atmosphere and heightened anxieties 
over data privacy.

Conclusion

My research request was met with a substantial volume of arguments and counter-argu
ments over three continuous days of e-mail conversations, which profoundly impacted 
both my efforts and emotional state. Despite ensuring strict confidentiality, anonymity, and 
compliance with the necessary academic protocols, the discourse was marked by significant 
contention. While the privacy concerns raised were indeed valid, the prevalence of snide 
remarks, particularly influenced by some senior figures’ opposition, highlighted a tendency 
among individuals to engage in harmful or defamatory communication when not con
ducted face-to-face. Ironically, this behavior aligns with the broader focus of my research, 
which examines how anonymity in online communication facilitates trolling, a phenom
enon corroborated by numerous global studies.

Most strikingly, several journalists reached out to me privately, expressing their 
regret for the ordeal I endured over those few continuous days of discussion. Not 
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only did they extend their moral support but also conveyed willingness to participate 
in my research. This private backing not only provided a much-needed reassurance 
amidst the public contention, but also underscored a critical aspect of my findings: 
the dichotomy between public discourse and private agreement. These interactions 
shed light on the complexities of online communication dynamics, where public 
forums can become arenas for resentment and posturing, while private communica
tions reveal solidarity and support. This duality is a testament to the nuanced nature 
of online interactions and the potential for underlying empathy and cooperation, 
even in contentious environments. Also, this experience reflects broader challenges in 
academic research, particularly in sensitive fields. I ultimately resorted to alternate 
methodologies, specifically, random sampling for an unknown population to advance 
my data collection. Such experiences highlight the critical importance of adaptability 
and resilience in research, demonstrating how researchers must be prepared to pivot 
and find innovative solutions when faced with unexpected obstacles and resistance.

Ethical approval

In this commentary, I discuss the challenges and resistance encountered during data 
collection for my research. All observations are presented in a manner that ensures 
the anonymity and confidentiality of the participants. No names or identifiable infor
mation are included, and the focus is on the general patterns and behaviors observed. 
The ethical considerations of informed consent and privacy have been strictly adhered 
to, in line with academic standards and guidelines. The observations discussed herein 
reflect general experiences and behaviors, ensuring that no individual’s privacy or 
identity is compromised.

Disclosure statement

No potential conflict of interest was reported by the author.

Funding

This research was funded by the Dublin City University (Ireland), Faculty of Humanities and 
Social Sciences Ph.D. Scholarship Programme.

Notes on contributor

Pragyaa Chandel is an experienced media professional with several years of experience in the 
broadcast and communication industry in India. Currently a final-year doctoral research 
scholar at Dublin City University (Ireland), her dissertation investigates online harassment of 
women journalists in India, and her research interests focus on media/journalism; and gender 
& sexuality studies.

ORCID

Pragyaa Chandel http://orcid.org/0000-0002-5649-624X 

MEDIA ASIA 5



References

Amnesty International. (2023). Forensic appendix: Pegasus zero-click Exploit Threatens 
Journalists in India. Amnesty International Security Lab, December 28. https://securitylab. 
amnesty.org/latest/2023/12/pegasus-zero-click-exploit-threatens-journalists-in-india/

Bloch, A. (2007). Methodological challenges for national and multi-sited comparative survey 
research. Journal of Refugee Studies, 20(2), 230–247. https://doi.org/10.1093/jrs/fem002

Brennan, C. (2021). UCD fined e70k by data watchdog after email accounts’ log-in details 
posted online. Irish Examiner, February 8. https://www.irishexaminer.com/news/arid- 
40222742.html

Collyer, F. M. (2016). Global patterns in the publishing of academic knowledge: Global north, 
global south. Current Sociology, 66(1), 56–73. https://doi.org/10.1177/0011392116680020

Fassett, C., & Das, K. (2018). Indian government, faced with massive data breach, targets jour
nalists. Freedom of the Press, January 12. https://freedom.press/news/indian-government- 
faced-massive-data-breach-targets-journalists/

Fenton, K. A., Johnson, A. M., McManus, S., & Erens, B. (2001). Measuring sexual behavior: 
Methodological challenges in survey research. Sexually Transmitted Infections, 77(2), 84–92. 
https://doi.org/10.1136/sti.77.2.84

Ghoshal, S. (2020). “There’s Nobody Left to speak”: First they came for the journalists. then 
they came for the lawyers and activists. who can speak out in today’s India? Index on 
Censorship, 49(3), 36–38. https://doi.org/10.1177/0306422020958279

Mc Gregor, C. (2007). Self-fashioning through memoir: Becoming an adult educator. Teacher 
Development, 11(1), 77–97. https://doi.org/10.1080/13664530701194645

RSF.org. (2024). Almost half of the 28 journalists killed in india since modi became PM were 
covering environment-related stories. RSF, April 18. https://rsf.org/en/almost-half-28-jour
nalists-killed-india-modi-became-pm-were-covering-environment-related-stories

Srivas, A., & Agarwal, K. (2021). Snoop list has 40 Indian journalists, forensic tests confirm 
presence of pegasus spyware on some. The Wire, July 18. https://thewire.in/media/pegasus- 
project-spyware-indian-journalists

Stern, M. J., Bilgen, I., & Dillman, D. A. (2014). The state of survey methodology: Challenges, 
dilemmas, and new frontiers in the era of the tailored design. Field Methods, 26(3), 284– 
301. https://doi.org/10.1177/1525822X13519561

Subrahmaniam, V. (2019). Daring and Drumbeat an Essay on the Media in Two Parts. The 
Hindu Centre for Politics and Public Policy. https://www.thehinducentre.com/the-arena/cur
rent-issues/article26543751.ece/binary/Vidya%20Subrahmaniam-Essay_Part%201%20and% 
202.pdf

The Hindu. (2024). India’s press freedom has rapidly declined in recent years j data. The 
Hindu, May 15. https://www.thehindu.com/data/india-press-freedom-has-rapidly-declined- 
in-recent-years-data/article68160411.ece

Wolford, B. (2020). What is GDPR, the EU’s new data protection law? GDPR.eu. https://gdpr. 
eu/what-is-gdpr/

6 P. CHANDEL

https://securitylab.amnesty.org/latest/2023/12/pegasus-zero-click-exploit-threatens-journalists-in-india/
https://securitylab.amnesty.org/latest/2023/12/pegasus-zero-click-exploit-threatens-journalists-in-india/
https://doi.org/10.1093/jrs/fem002
https://www.irishexaminer.com/news/arid-40222742.html
https://www.irishexaminer.com/news/arid-40222742.html
https://doi.org/10.1177/0011392116680020
https://freedom.press/news/indian-government-faced-massive-data-breach-targets-journalists/
https://freedom.press/news/indian-government-faced-massive-data-breach-targets-journalists/
https://doi.org/10.1136/sti.77.2.84
https://doi.org/10.1177/0306422020958279
https://doi.org/10.1080/13664530701194645
https://rsf.org/en/almost-half-28-journalists-killed-india-modi-became-pm-were-covering-environment-related-stories
https://rsf.org/en/almost-half-28-journalists-killed-india-modi-became-pm-were-covering-environment-related-stories
https://thewire.in/media/pegasus-project-spyware-indian-journalists
https://thewire.in/media/pegasus-project-spyware-indian-journalists
https://doi.org/10.1177/1525822X13519561
https://www.thehinducentre.com/the-arena/current-issues/article26543751.ece/binary/Vidya%20Subrahmaniam-Essay_Part%201%20and%202.pdf
https://www.thehinducentre.com/the-arena/current-issues/article26543751.ece/binary/Vidya%20Subrahmaniam-Essay_Part%201%20and%202.pdf
https://www.thehinducentre.com/the-arena/current-issues/article26543751.ece/binary/Vidya%20Subrahmaniam-Essay_Part%201%20and%202.pdf
https://www.thehindu.com/data/india-press-freedom-has-rapidly-declined-in-recent-years-data/article68160411.ece
https://www.thehindu.com/data/india-press-freedom-has-rapidly-declined-in-recent-years-data/article68160411.ece
https://gdpr.eu/what-is-gdpr/
https://gdpr.eu/what-is-gdpr/

	Can privacy and foreign affiliations thwart academic research? Empirical challenges in the Indian mediascape
	Reason number one: privacy concerns
	Reason number two: distrust in foreign university affiliation
	Reason number three: direct hostility from potential respondents
	Conclusion
	Ethical approval
	Disclosure statement
	Funding
	Orcid
	References


